
Instructions for Effort Certification


Overview:  

Effort certification is required by federal organizations to confirm they are correctly billed for and 
reimburse only those payroll expenses that fall within the scope of their funding agreements.  If you are a 
salaried employee who either has federal funding or whose salary is at least partially supported by federal 
funding, then each month you need to submit effort certification through Workday.   

Setup of Workday report: 

The Controller’s Office will individually configure your Workday effort report so that all you need to do is 
review the numbers and approve or adjust as needed.   

When you access your effort report through Workday, you should see one line for each of your federal 
grants and one line showing your department (which for the purposes of the effort report represents all 
your work for Haverford apart from work on your grant-funded projects).  Each grant line has a slot for 
effort-%, which is the % of your time that month that you dedicated to the project funded by the grant (with 
the remainder of your time recorded on the department line, so the entries add up to 100%).   

Your effort report will be pre-populated with effort-%’s according to how/if you received salary from your 
grant that month.  For example, 

• If you received a month's summer salary from your grant, the grant line will be pre-populated with 100% 
effort, and the department line will show 0%. 

• If you received no salary from the grant, the grant line will be pre-populated with 0.1% effort (our code 
for “zero grant effort" in Workday), and the department line will show 99.9%. 

• If you received 0.5 months of salary from the grant, the grant line will be pre-populated with 50% effort, 
and the department line will show 50%. 

(The description and examples above do not cover some situations, such as when you have more than 
one grant, or your Haverford salary comes from multiple sources, but hopefully you can extrapolate from 
these instructions how to handle other situations; if not, please ask.) 

Your job: 

Review the pre-populated setup and either confirm the effort-%’s, or revise them to reflect how you 
actually spent your time that month.   

You should only adjust the pre-populated grant effort-%’s upward, since in drawing salary from your 
grant, you have committed to devoting at least that much effort to the grant project.  If in fact you spent 
more time on your grant project than the pre-populated effort-%, then by all means, adjust your grant 
effort-% upward (and the department-% downward to add up to 100%).  This is one way the College can 
document how it supports work on sponsored research, by showing the times when you work on the 
project in excess of the effort for which the sponsor is paying.

	

	

Haverford College policy on Personally Identifiable Information (PII) breaches under 
federal awards 

 
This	policy	(see	bottom	of	page)	was	put	in	place	to	comply	with	the	following	requirement	expressed	by	OMB	
Memorandum	M-17-12:		
	
When	a	grant	recipient	uses	or	operates	a	Federal	information	system	or	creates,	collects,	uses,	processes,	stores,	maintains,	disseminates,	
discloses,	or	disposes	of	PII	within	the	scope	of	a	Federal	award,	the	agency	shall	ensure	that	the	grant	recipient	has	procedures	in	place	to	
respond	to	a	breach	and	include	terms	and	conditions	requiring	the	recipient	to	notify	the	Federal	awarding	agency	in	the	event	of	a	breach.	
The	procedures	should	promote	cooperation	and	the	free	exchange	of	information	with	Federal	awarding	agency	officials,	as	needed,	to	
properly	escalate,	refer,	and	respond	to	a	breach.	

	
Definitions	(from	OBM	Memorandum	M-17-12):	
	
Personally	Identifiable	Information	(PII):	The	term	PII	refers	to	information	that	can	be	used	to	distinguish	or	trace	
an	individual's	identity,	either	alone	or	when	combined	with	other	information	that	is	linked	or	linkable	to	a	
specific	individual.	Because	there	are	many	different	types	of	information	that	can	be	used	to	distinguish	or	trace	
an	individual's	identity,	the	term	PII	is	necessarily	broad.	To	determine	whether	information	is	PII,	the	agency	shall	
perform	an	assessment	of	the	specific	risk	that	an	individual	can	be	identified	using	the	information	with	other	
information	that	is	linked	or	linkable	to	the	individual.	In	performing	this	assessment,	it	is	important	to	recognize	
that	information	that	is	not	PII	can	become	PII	whenever	additional	information	becomes	available	-	in	any	
medium	or	from	any	source	-	that	would	make	it	possible	to	identify	an	individual	
	
PII	Breach:	The	loss	of	control,	compromise,	unauthorized	disclosure,	unauthorized	acquisition,	or	any	similar	
occurrence	where	(1)	a	person	other	than	an	authorized	user	accesses	or	potentially	accesses	personally	
identifiable	information	or	(2)	an	authorized	user	accesses	or	potentially	accesses	personally	identifiable	
information	for	an	other	than	authorized	purpose.	
	
Some	common	examples	of	a	breach	include:	

• A	laptop	or	portable	storage	device	storing	PII	is	lost	or	stolen;	
• An	email	containing	PII	is	inadvertently	sent	to	the	wrong	person;	
• A	box	of	documents	with	PII	is	lost	or	stolen	during	shipping;	
• An	unauthorized	third	party	overhears	agency	employees	discussing	PII	about	an	individual	seeking	

employment	or	Federal	benefits;	
• A	user	with	authorized	access	to	PII	sells	it	for	personal	gain	or	disseminates	it	to	embarrass	an	individual;	
• An	IT	system	that	maintains	PII	is	accessed	by	a	malicious	actor;	or	
• PII	that	should	not	be	widely	disseminated	is	posted	inadvertently	on	a	public	website.	

	
Haverford	Policy:	
	
If	a	College	employee	becomes	aware	of	a	PII	breach	that	occurs	within	the	scope	of	a	federal	award,	they	must,	as	
soon	as	possible,	report	the	breach	to	the	Provost’s	Office	and	to	the	Principal	Investigator	of	the	award.		The	
Principal	Investigator	must,	as	soon	as	possible,	report	the	breach	to	their	program	officer.	
	
The	Provost’s	Office	should	then	confer	with	the	Chief	Information	Officer	as	to	the	appropriate	set	of	responses,	
including	at	a	minimum	assessing	the	risk	of	harm	to	individuals	potentially	affected	by	the	breach,	mitigating	said	
risk	of	harm,	and	discussing	whether	the	details	of	the	breach	should	lead	to	notifying	those	individuals	potentially	
affected	by	the	breach.	
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